60DD-7.010 Integration, Testing and Acceptance Phase.

(1) Objective. The objective of this phase is to prove that the developed system satisfies the requirements defined in the Functional Requirements Document. Several types of tests may be conducted at this phase, including user acceptance testing, which should be done in a simulated “real” user environment.

(2) Tasks and Activities. The following tasks and activities performed during the Integration, Testing and Acceptance Phase may vary depending on the project:

(a) Establish the Test Environment. If not previously completed, the final test environment should be created and all test teams in place and familiar with Test or Validation Plan.

(b) Conduct Integration Testing, System/Subsystem Testing and Security Testing. The test database(s) should be loaded with appropriate test data and the Test or Validation Plan iteratively executed to ensure program components integrate properly with other systems/subsystems, that all system/subsystem requirements are satisfied (including volumetric and stress tests), and all security mechanisms are tested for completeness and correctness. All results shall be documented. Failed components shall be migrated back to the Development Phase for rework and passed components moved forward to Acceptance Testing. 

(c) Conduct Acceptance Testing. Acceptance testing should be restricted to users only. Failed components should be migrated back to the Development Phase for rework and passed components moved forward to Implementation.

(3) Deliverables. The following deliverables shall be initiated during the Integration, Testing and Acceptance Phase:

(a) A Test Analysis Report which documents each test – unit/module, subsystem integration, system, user acceptance and security. This report should also include a brief summary of the perceived readiness for migration to Production.

(b) A Test Problem Report which documents problems encountered during testing.

(c) A Security Certification and Assessment certifying that the System Security Plan, Security Risk Assessment, Configuration Management Plan, and Contingency Plan have been updated, tested, reviewed and approved. 

(4) Phase Review and Approvals. The Project Manager, together with the Project Team, will prepare and present a Project Status Review for the Project Sponsor and all Customer Decision Makers and Stakeholders (as needed). The review should address:

(a) Integration, Testing and Acceptance Phase activities status;

(b) Planning Status for subsequent phases – emphasizing details on next phase to include pending contract actions;

(c) Resource Availability; and

(d) Outstanding Issues or Risks.
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